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29.01.99.K1  Information Resources 
      
   Approved: September 4, 2018 
   Revised: August 31, 2023 
   Next Scheduled Review: August 31, 2028 
 
 
Rule Statement  
 
 
Texas A&M University-Kingsville (TAMUK) regards information resources as vital academic and 
administrative assets that are required to fulfill the mission of the university. The Chief Information 
Officer (CIO) and the Information Security Officer (ISO) are responsible for ensuring the 
confidentiality, integrity, availability, security, and efficiency of the university’s information 
resources. The Electronic Information Resources Accessibility Coordinator (EIRAC) is 
responsible for overseeing the university’s compliance with TAC 206, TAC 213, and Texas 
Government Code 2054, Subchapter M. Access to Electronic and Information Resources by 
Individuals with Disabilities 
 
This rule establishes the authority and responsibilities of the CIO, the ISO, and the EIRAC and 
outlines the procedures that govern the use of information resources at TAMUK as required by 
System Policy 29.01, Information Resources. 
 
 
Definitions 
 
 
Click to view Definitions.  
 
 
Rule  
 
 
1. INFORMATION RESOURCES GOVERNANCE 

 
1.1. The president hereby designates the Associate Vice President for Information 

Technology/CIO as the Information Resource Manager (IRM) under Texas 
Administrative Code Ch. 211. 
 

1.2. Under Texas Administrative Code Ch. 202 and System Regulation 29.01.03, Information 
Security, the president shall designate an ISO who has the explicit authority and duty to 
administer information security requirements in consultation with the Texas A&M 
University System Chief Information Security Officer (SCISO). 
 

1.3. The efficient and effective use of information resources is critical to the long-term success 
of the university. The CIO and ISO are responsible for ensuring that TAMUK and all 
information resource owners have implemented the required rules, procedures, standards 

http://www.statutes.legis.state.tx.us/Docs/GV/htm/GV.2054.htm#2054.451
http://www.statutes.legis.state.tx.us/Docs/GV/htm/GV.2054.htm#2054.451
http://www.statutes.legis.state.tx.us/Docs/GV/htm/GV.2054.htm#2054.451
https://assets.system.tamus.edu/files/policy/pdf/definitions/29-01-Definitions.pdf
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and guidelines for the appropriate management of information resources under their 
control, regardless of the funding source. 
 

1.4. Under the direction of TAMUK administration, the CIO and ISO shall establish an 
information resources governance structure that: 
 
(a) Identifies and coordinates the best source(s) of information technology hardware, 

software and services. 
 

(b) Reduces non-productive redundancy across TAMUK. 
 

(c) Consolidates resources including networks, hardware, systems and applications as 
appropriate. 
 

(d) Oversees the security of TAMUK’s technology infrastructure and information 
resources. 

 
2. INFORMATION RESOURCES SECURITY 

 
2.1. In accordance with System Policy 29.01, Information Resources, and System Regulation 

29.01.03, Information Security, the CIO and the ISO will: 
 

(a) Work within TAMUK’s governance and compliance environment to develop all 
required rules, procedures and guidelines to ensure compliance with applicable laws, 
policy and regulations regarding information resources and security.  This includes 
the development of TAMUK’s information security program (System Policy 29.01, 
Information Resources, Section 2.3 and System Regulation 29.01.03, Information 
Security, Section 1.2). 
 

(b) Ensure that appropriate training, guidance and assistance is available to information 
owners, custodians and users. 
 

(c) Conduct information security risk assessments. 
  

(d) Conduct security awareness education and training. 
 

3. ACCESSIBILITY OF ELECTRONIC AND INFORMATION RESOURCES 
 
3.1. All faculty and staff shall comply with Texas Administrative Code Ch. 2016 (TAC 206) 

and Chapter 213 (TAC 213) and Texas Government Code 2054, Subchapter M. Access to 
Electronic and Information Resources by Individuals with Disabilities, this rule, and 
related guidelines in the development, procurement, maintenance, or use of electronic and 
information resources (EIR).  
 

3.2. The president shall designate an EIR Accessibility Coordinator (EIRAC) to ensure 
compliance with this rule. In the absence of this designation, the CIO shall serve as EIRAC. 
Any request for an exception under TAC 213 must be submitted to the EIRAC for review 
and processing. 

 
3.3. Compliance Plan 

 
(a) The EIRAC and the EIR Accessibility Committee shall develop an EIR 

Accessibility Plan under which all new and existing EIR will be brought into 
compliance with TAC 206 and TAC 213, as applicable. 
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(b) The EIR Accessibility Plan must guide compliance with this rule and detail and 

keep current EIR accessibility training, monitoring, and procurement guidelines. 
 
(c) The EIRAC shall oversee and provide training on compliance with TAC 206 and 

TAC 213, this rule, and the EIR Accessibility Plan.  
 

3.4. Exceptions 
 

(a) The EIRAC shall review requests for exceptions under TAC 213, ensure that 
requests meet the requirements for an exception and forward requests to the Senior 
Vice President for Student Affairs and University Administration with a 
recommendation for approval or disapproval. 
 

(b) The Senior Vice President for Student Affairs and University Administration shall 
further review each exception request and forward the request to the president with 
a recommendation regarding approval. 

 
(c) The President will review and, if acceptable, approve exceptions to the TAC 

213.37 rule. 
 
(d) The EIRAC shall maintain exception requests in accordance with the Texas A&M 

University System Records Retention Schedule. 
 

3.5. Monitoring 
 

(a) The Executive Director of Strategic Sourcing and General Services (SSGS) shall 
monitor purchasing contracts, purchase orders, and procurement card purchases for 
compliance with TAC 213, this rule, and procurement procedures related to EIR. 
 

(b) The EIRAC shall oversee and monitor development, support, maintenance of EIR 
and compliance with this rule and TAMUK-wide compliance with TAC 206 and 
TAC 213. 

 
3.6. The CIO and the Executive Director of SSGS shall provide the necessary technical and 

procurement procedures support to the EIRAC in fulfilling his or her responsibilities under 
this rule. 

 
 
Related Statutes, Policies, or Requirements  
 
 
1 Tex. Admin. Code Ch. 202, Subch. C, Information Security Standards for Institutions of 

Higher Education  
 
1 Tex. Admin. Code Ch. 206, State Websites 
 
1 Tex. Admin. Code Ch. 211, Information Resources Managers 
 
1 Tex. Admin. Code Ch. 213, Electronic and Information Resources 
 
System Policy 29.01, Information Resources  
 

http://texreg.sos.state.tx.us/public/readtac$ext.ViewTAC?tac_view=5&ti=1&pt=10&ch=202&sch=C&rl=Y
http://texreg.sos.state.tx.us/public/readtac$ext.ViewTAC?tac_view=5&ti=1&pt=10&ch=202&sch=C&rl=Y
https://texreg.sos.state.tx.us/public/readtac$ext.ViewTAC?tac_view=4&ti=1&pt=10&ch=206
https://texreg.sos.state.tx.us/public/readtac$ext.ViewTAC?tac_view=4&ti=1&pt=10&ch=206
http://texreg.sos.state.tx.us/public/readtac$ext.ViewTAC?tac_view=4&ti=1&pt=10&ch=211
http://texreg.sos.state.tx.us/public/readtac$ext.ViewTAC?tac_view=4&ti=1&pt=10&ch=211
http://texreg.sos.state.tx.us/public/readtac$ext.ViewTAC?tac_view=4&ti=1&pt=10&ch=213
http://texreg.sos.state.tx.us/public/readtac$ext.ViewTAC?tac_view=4&ti=1&pt=10&ch=213
http://policies.tamus.edu/29-01.pdf
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System Regulation 29.01.03, Information Security 
 
System Regulation 29.01.04, Accessibility of Electronic and Information Resources 
 
 
Contact Office  
 
 
Information Technology Services  
(361) 593-2704 
 

http://policies.tamus.edu/29-01-03.pdf
http://policies.tamus.edu/29-01-04.pdf




Accessibility Report





		Filename: 

		PUBLISHED_29_01_99_K1_230831.pdf









		Report created by: 

		



		Organization: 

		







[Enter personal and organization information through the Preferences > Identity dialog.]



Summary



The checker found no problems in this document.





		Needs manual check: 0



		Passed manually: 3



		Failed manually: 0



		Skipped: 1



		Passed: 28



		Failed: 0







Detailed Report





		Document





		Rule Name		Status		Description



		Accessibility permission flag		Passed		Accessibility permission flag must be set



		Image-only PDF		Passed		Document is not image-only PDF



		Tagged PDF		Passed		Document is tagged PDF



		Logical Reading Order		Passed manually		Document structure provides a logical reading order



		Primary language		Passed		Text language is specified



		Title		Passed		Document title is showing in title bar



		Bookmarks		Passed		Bookmarks are present in large documents



		Color contrast		Passed manually		Document has appropriate color contrast



		Page Content





		Rule Name		Status		Description



		Tagged content		Passed		All page content is tagged



		Tagged annotations		Passed		All annotations are tagged



		Tab order		Passed		Tab order is consistent with structure order



		Character encoding		Passed		Reliable character encoding is provided



		Tagged multimedia		Passed		All multimedia objects are tagged



		Screen flicker		Passed		Page will not cause screen flicker



		Scripts		Passed		No inaccessible scripts



		Timed responses		Passed		Page does not require timed responses



		Navigation links		Passed manually		Navigation links are not repetitive



		Forms





		Rule Name		Status		Description



		Tagged form fields		Passed		All form fields are tagged



		Field descriptions		Passed		All form fields have description



		Alternate Text





		Rule Name		Status		Description



		Figures alternate text		Passed		Figures require alternate text



		Nested alternate text		Passed		Alternate text that will never be read



		Associated with content		Passed		Alternate text must be associated with some content



		Hides annotation		Passed		Alternate text should not hide annotation



		Other elements alternate text		Passed		Other elements that require alternate text



		Tables





		Rule Name		Status		Description



		Rows		Passed		TR must be a child of Table, THead, TBody, or TFoot



		TH and TD		Passed		TH and TD must be children of TR



		Headers		Passed		Tables should have headers



		Regularity		Passed		Tables must contain the same number of columns in each row and rows in each column



		Summary		Skipped		Tables must have a summary



		Lists





		Rule Name		Status		Description



		List items		Passed		LI must be a child of L



		Lbl and LBody		Passed		Lbl and LBody must be children of LI



		Headings





		Rule Name		Status		Description



		Appropriate nesting		Passed		Appropriate nesting










Back to Top

