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TEXAS A&M UNIVERSITY - KINGSVILLE
EC-106 EXPORT CONTROL TCP/AoR AMENDMENT
1.  PI Information (Responsible Individual - may differ from grant PI)
Contact the the Office of Research and Graduate Studies, Research Compliance (361) 593-2677/4764 for assistance completing this form. 
Mark below the change(s) you are making to this TCP/AoR, then go to the appropriate section in this form and enter the new information.  All Personnel additions will require training, Restricted Party Screenings, and a signed Assurance Page.
2.  CHANGES TO: Export Control Overview
3.  CHANGES TO:  Grant Information - is this tied to any grant funding (internal or external sponsors)
Add or Delete Rows
4.  CHANGES TO:  Export Control Physical Security
Data and/or items, technology must be physically shielded in secured lab spaces to prevent observation or possession by unauthorized individuals or during secure time blocks when observation by unauthorized persons is prevented. This would pertain to laboratory management of “work-in-progress.”
Add/Delete Rows         
Brand/Manufacturer
Item/Material
Model #
Model Year
Serial #
TAMUK Property  Tag
Use ID
5.  CHANGES TO:  Export Control Information Security Plan
Information Security Plan: Appropriate measures must be taken to secure controlled electronic information including: User ID's, password control, SSL etc.
6.  CHANGES TO:  Participant/Personnel Information
Briefing & Training Requirements
The Principal Investigator/Responsible individual is required to brief his or her staff on the requirement of this TCP.
1. Personnel Screening Procedures: All persons who may have access to export-controlled items, information and/or technology must be listed on the TCP and undergo Restricted Party Screening using Export Control screening software licensed by TAMUK. Screening Results will be maintained as part of this TCP. Follow this  to link provide the required information for each person on this TCP. 
2. Provide the legal name and country of citizenship for every person who will be given authorized access to the controlled information, technology or item. Use the (+/-) buttons to add or delete rows as as needed to allow space for all personnel. 
3. Training/Awareness Program: All participants listed on a TCP must complete export control online basic training, sign the Certification for Safeguarding Export-controlled Technology, Information or Items, and be briefed by the PI / Responsible Individual as to the restrictions of this TCP.
4. Training Documentation: (Provide date Export Control training expirations, email each person's traiing certificates with TCP application).
5. Sections in CYAN will be filled in by Research Compliance.
Add or Delete Rows
Restrictions:
Add or Delete Rows
7.  Technology Control Plan Briefing and Certification on the Handling of Export-controlled Information, Items, Technology and Software
USE DOCUSIGN LINK FROM YOUR EMAIL FOR THIS PAGE
Background
The subject matter ofthe Technology Control Plan (TCP) identified below may involve the use of export-controlled information, technology, items or software. The International Traffic in Arms Regulations (ITAR), enforced by the Department of State, and the Export Administration Regulations (EAR), enforced by the U.S. Department of Commerce, prohibit sending or taking export-controlled information, items, technology or software out of the U.S. and disclosing or transferring export-controlled information to a Foreign Person inside or outside the United States. Verbal and visual disclosures are equally prohibited.
A FOREIGN PERSON is defined as any person who is not a U.S. Citizen or legal permanent resident of the U.S.
There are NO exceptions for students or visiting scholars.
Generally, “export-controlled” means that the information item, technology and software related to the design, development, engineering, manufacture, production, assembly, testing, repair, maintenance, operation, modification, demilitarization, destruction, processing, or use of items with a capacity for substantial military application utility requires an export license, or license exception, before it may be physically exported, discussed or disclosed to a Foreign Person. Export-controlled information does not include basic marketing information about function or purpose, general system descriptions, or information concerning general scientific, mathematical, or engineering principles commonly taught in schools, colleges, and universities or information in the public domain. It does not matter whether the actual intended use of export-controlled information is military or civil in nature.
Some projects do not have foreign national restrictions, but are still subject to export control regulations because of publications restrictions that the sponsor included in the contract. Others will need to be controlled because of the classification of information, technology, and/or equipment on the Commerce Control List which is provided by the U.S. Department of Commerce. 
Participants Responsibilities
Participants may be held personally liable for violations of the EAR and the ITAR, with significant financial and criminal penalties as a result. With that in mind, it is extremely important that participants exercise care and caution in using, disclosing or transferring export-controlled information, items, technology or software with others inside the U.S., and outside, without prior authorization from the appropriate federal agency. For example, participants must identify who among proposed research project personnel and collaborators are Foreign Persons. If a project has restrictions on participation by Foreign Persons, the State Department or the Department of Commerce (depending on whether the ITAR or the EAR controls the technology) must grant a license authorizing that person access to export-controlled information. Participants must secure access to export-controlled information, items, technology or software to prevent unauthorized access or use. They must clearly identify export-controlled information, items, technology or software and make copies of export-controlled information only when absolutely necessary and not in the presence of unauthorized persons. Participants must securely store export-controlled information in locked filing cabinets, locked drawers, or under password-protected computer files. Participants shall avoid moving export-controlled information from one location to another, if at all possible.
Criminal/Civil Liability and Penalties
The penalty for unlawful export and disclosure of export-controlled information under the ITAR is up to two (2) years imprisonment and/or a fine of one hundred thousand dollars ($100,000). The penalty for unlawful export and disclosure of information controlled under the EAR is the greater of either a fine of up to one million dollars ($1,000,000) or five (5) times the value of the exports for a corporation and imprisonment of up to ten (10) years and/or a fine of up to two hundred fifty thousand dollars ($250,000) for an individual. It is very important to remember that individuals may be held personally liable for export control violations even when performing a project that is funded through the University.
Participant Certification
I hereby certify that I have read and understand this Briefing and Certification. I understand that I could be held personally liable if I unlawfully allow access to or disclose, regardless of form or format, export-controlled information, technology, software, or items to unauthorized persons.I understand that the law makes no specific exceptions for non-US students, visitors, staff, postdocs or any other person not pre-authorized under a TCP to access export-controlled information, technology, software or items. I also acknowledge that I have read the Texas A&M University --Kingsville Technology Control Plan for this project/activity and have discussed the plan with my supervisor (if not the PI / Responsible Individual). I understand and agree to comply with the requirements described in the TCP.Furthermore, I have taken the University's Export Control Training as set forth in the TCP and as prescribed by University Rule 15.02.99.K1, Export Controls. I agree to immediately contact the Texas A&M University --Kingsville Export Control Officer at the Office of Compliance (361) 593-4758, with any questions I may have regarding the designation, protection, or use of export-controlled information, technology, software, or items, or if I witness any violations of the TCP requirements.
Use the (+/-) button on the left to duplicate/delete this page as needed. A signed copy of this form, is required for each TCP participant.
8. TCP Amendments
Any changes to the approved plan, including personnel changes and location changes, must be approved in writing. Please re-submit a revised TCP form to the Office of Research & Graduate Studies, Research Compliance. 
*Amendments must include new signatures from the Principal Investigator / Responsible Individual and their Department/Unit Head on section 6 of this form before approval can be granted. 
9. TCP Signatures
USE THE DOCUSIGN LINK FROM YOUR EMAIL FOR THIS PAGE
By signing this TCP, I certify that I have read and understand all clauses found in this TCP. I certify that all information found in this TCP is accurate and complete to the best of my knowledge.
Office of Compliance Use ONLY
6.5.0.20190320.2.935878.932721
	CurrentPage: 
	PageCount: 
	T60: 
	PINAme: 
	PhoneNum: 
	email: 
	Dept: 
	College: 
	DeptOther: 
	Title: 
	CheckBox4: 0
	CheckBox4: 0
	CheckBox4: 0
	CheckBox4: 0
	CheckBox4: 0
	CheckBox4: 0
	CheckBox4: 0
	CheckBox4: 0
	CheckBox4: 0
	CheckBox2: 0
	CheckBox1: 0
	Button1: 
	Button2: 
	TextField1: 
	TextField3: 
	TextField2: 
	DateField1: 
	DateField2: 
	Cell3: 
	Cell4: 
	DropDownList1: 
	TextField5: 
	TextField6: 
	DateTimeField2: 
	CheckBox3: 0
	CheckBox3: 0
	DateField3: 



